
Action Fraud
Presentation points



Presence of Action Fraud on the System

Of the 922k 
members, 655k 
have opted in to 
Action Fraud (71%)



AF Messages Benefit Local Forces

Don’t send many but they are really well received and highly rated.



Consistent and Numerous Positive Ratings



Impact and Behaviour Change

79% of message recipients say they now “Find it easier to spot a scam” 
since receiving Alert messages 9AF send most of the scam messages)

70% of the 51k free text comments on the survey results relate to AF 
messages and content.



Rate of Growth

• Since GDPR changed 
the opt-out position 
the rate of growth of 
members selecting 
Action Fraud has 
declined



Request for Support

All alert Sites have a registration form 
that offers “Action Fraud” as an optional 
“Information Provider”

If Forces authorise VISAV to make Action 
Fraud a recommended provider then 
anyone registering is reminded to 
consider them before they proceed.

Action: email Mike@visav.net and 
authorise AF to be a recommended 
provider.

mailto:Mike@visav.net


“Add user” process on the mobile admin: Rapport

In Rapport, recommended 
Information Providers are ticked 
for officers when registering the 
public (the citizen is sent an 
email to confirm this selection 
before it is actioned).

Please educate front line officers 
regarding the value of Action 
Fraud so they “sell” it to the 
public

Again, consider making it 
recommended if it is not 
currently



The Future Is Bright??
• More frequent messages

• Integration into more departments and campaigns

• Revamped www.ActionFraudAlert.co.uk website

• Promotion more from main AF website

• Increased growth of the database which will increase each Force 
database

• Exploring options for “Single sign on” for Action fraud Reports and 
other developments

• Plans to assist national survey to examine behaviour change

http://www.actionfraudalert.co.uk/

